
 
 
 

 
Scalability and Privacy in Blockchain Networks 
 
How can privacy and scalability issues in Blockchain networks be overcome?  By default, blockchains 
allow tracing the transaction history of users. They furthermore are slow and have a low throughput, i.e., 
the number of transactions per second is typically less than 100. Solutions for privacy include transaction 
mixing and cryptographic means that hide transaction information, yet none of these solutions has been 
widely adapted. Scalability solutions either change the consensus algorithm of the blockchain or move 
transactions off-chain, i.e., provide mechanisms for conducting transactions that are not recorded on the 
blockchain while maintaining almost the same level of security. 
 
Can you propose innovations in scalability and privacy for blockchain based-systems, such as cross-

border payment systems?  Please note that the research proposal is not to address all of these questions, 

but just one aspect of one question. 
 
Given below are some of the papers in this domain. These may be of interest to Computer Science, 
Mathematics, Electrical Engineering, Information Systems, Finance, Supply Chain Management faculty. 
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